
 
 

Collection of personal data in connection with 
AU Evacuate 

1. AU Evacuate 
AU Evacuate is an application that is used as a supplement to the existing emergency response system 
at Aarhus University. The application will send out emergency alerts to the users in critical situations 
where either specific buildings need to be evacuated, or where other critical circumstances require that 
a message must reach everyone in a specific area as quickly as possible. The application will also inform 
the users of the development of critical situations and notify users when the crisis is over. 

2. We are the data controllers - how can you contact us? 
Aarhus University is responsible for processing the personal data that you have provided. You can find 
our contact information below: 

Aarhus University 

Aarhus BSS Building Services  

Tåsingegade 3 

8000 Aarhus C 

CVR-no.: 31119103 

 
Representative/responsible for AU Evacuate 

Name: Peter Bachmann Vestergaard 

Telephone: 8715 2363 

Email: pbv@au.dk  

3. The purpose of processing and the legal basis for processing your personal data. 
We will process your personal data for the following purposes: 

• To ensure an effective and correct communication with the users in critical situations 
• To be able to identify the users if they need technical support 

The legal basis for processing your personal data: 

• Article 6, section 1, point b of the European Parliament and the Council’s Regulation 2016/679 of 
27 April 2016 on the protection of natural persons with regard to the processing of personal data 
and on the free movement of such data, and repealing Directive 95/46/EC (General Data Protection 
Regulation)  

4. Categories of personal data 
We process the following categories of personal data: 

• Ordinary personal data, including name, email and telephone number. 



 
 

• Sensitive personal data, including AU-ID (only for employees at Aarhus University). 

5. Recipients or categories of recipients 
We will disclose or entrust your personal data to the following recipients: 

• Data processor, House of Code 

6. Storage of your personal data 
We will store your personal data as long as the application is installed on your mobile phone. 

7. The right to access, rectify or erase personal data or restrict the processing of personal 
data or object to the processing of any personal data and the right to transmit data. 
You have the right to access, rectify or erase the personal data that you have provided. In addition, you 
can request that the processing of your data be restricted or discontinued. You also have the right to 
receive your personal data in a structured, commonly used, machine-readable and interoperable 
format and for your data to be transmitted to another controller freely.   Find out more at 
www.datatilsynet.dk.   

8. Contact information for the data protection officer at AU 
If you have any questions on how we process your personal data, you are always welcome to contact 
our Data Protection Officer Michal Lund Kristensen at mlklund@au.dk.  

9. Appeals to the Danish Data Protection Agency  
You have the right to lodge an appeal to the Danish Data Protection Agency if you are dissatisfied with 
the way in which we process your personal data. You can find the contact information for the Danish 
Data Protection Agency at www.datatilsynet.dk. 

 


